3GPP TSG-SA3 Meeting #100bis-e 
S3-202588
e-meeting, 12-16 October 2020












Revision of S3-20xxxx
Source:
Ericsson, Huawei, Hisilicon, InterDigital, Lenovo, Motorola Mobility, China Mobile
Title:
Discussion on provisioning server
Document for:
Discussion

Agenda Item:
2.12
1
Decision/action requested

It is proposed to endorse this discussion paper defining the Provisioning Server
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Rationale

The Provisioning Server is defined in TR 23.700-07 [1] as below
Provisioning Server: The server that provisions the authenticated/authorized UE with the subscription data and optionally other configuration information.

Observation 1: This definition does not take a stand on where the Provisioning Server is deployed. 
When developing security solutions including a Provisioning Server, however, it is important to specify where the Provisioning Server resides, since the security measures may depend on where the Provisioning Server is deployed. 

In addition, depending on the type of solution, e.g. control plane or user plane, the Provisioning Server may communicate with different entities. For a user plane solution, the UE will communicate with the Provisioning Server via the user plane. For a control plane solution, the UE and the Provisioning Server will communicate via an entity within the onboarding network 
Observation 2: The Provisioning Server needs to be able to communicate with different entites depending on the type of solution.

4
Detailed proposal

Proposal 1: it is proposed to add a definition of Provisioning Server to TR 33.857 [2] as defined in S3-202586.
Proposal 2: It is proposed to adjust Key Issue #2 in TR 33.857 [2] to incorporate the Provisioning Server and put an architectural requirement on solutions, so that each solution to the Key Issue has to specify the location of the Provisioning Server and how the communication with it is secured.

